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1. [bookmark: _Toc189465599]Introduction
[bookmark: _Hlk64448648]ONR has established its Safety Assessment Principles (SAPs) [1] which apply to the assessment by ONR specialist inspectors of safety cases for nuclear facilities that may be operated by potential licensees, existing licensees, or other dutyholders. The principles presented in the SAPs are supported by a suite of guides to further assist ONR’s inspectors in their technical assessment work in support of making regulatory judgements and decisions. This technical assessment guide (TAG) is one of these guides.
TAGs contain guidance to advise and inform ONR inspectors in the exercise of their regulatory judgment. They are also part of the demonstration on how ONR meets the WENRA Reference Levels (RLs) and how ONR links its guidance to that contained in IAEA Safety Standards.
TAGs are not written for dutyholders, and although they may be used as a source of guidance or good practice, they should not be taken by dutyholders as a prescriptive set of legal requirements. 
TAGs assist ONR inspectors to interpret and apply the assessment principles. They also include guidance on principles relevant to Licence Conditions (LCs), which supplement the technical inspection guides (TIGs). Thus, the TAGs are relevant to all ONR inspectors, regardless of their function. The guides also inform licensees of ONR expectations of the nature and content of the relevant technical elements of licensees' arrangements
This guide explains ONR expectations for licensees’ management systems to give due priority to safety and what is considered relevant good practice (RGP) when making regulatory judgements, on the adequacy of management systems in addressing safety objectives and the supporting quality management arrangements. 
Though this guide is focused on the assessment of licensees, its general expectations are also applicable to dutyholders when assessing if arrangements give due priority to safety. 
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[bookmark: _Toc189465600]Purpose and scope
The purpose of this TAG is to:
Provide guidance to ONR inspectors on ONR’s expectations for licensees’ management system to give due priority to safety and have adequate quality management arrangements for all matters that affect safety. 
Promote consistency in inspectors’ regulatory judgement when assessing the licensee’s management system 
Support the associated TIG on management systems [2] by providing further guidance.
This TAG details the regulatory requirements for a licensees’ management system to give due priority to safety and the relevant good practice which ONR uses to assess the adequacy of these systems such as:
Management system requirements detailed in various regulations issued under the Health and Safety at Work Act etc. 1974;
The SAPs [1];
Nuclear Site Licence Conditions [3];
WENRA Reference Levels (RLs) [4];
IAEA Safety Standards; 
ISO management system standards.
The management system and quality management arrangements are cross cutting topics that interact with other supporting specialisms (for example, conventional health and safety, security, safeguards, transport). 
However, the scope of this document does not cover specific arrangements required by security, safeguards, transport purposes or environmental management.  
Although licensees will develop and deploy specific security, transport and safeguards arrangements to address ONR purposes, ONR promotes the use an integrated management system within licensee arrangements and so the general expectations set out in this TAG are still applicable. 
Though environmental management and financial arrangements are out with the scope of this document, they can form part of the integrated management system to support the organisation’s business activities.
This guide is focused on the assessment of licensees. However, its general requirements are also applicable to dutyholders when assessing if arrangements give due priority to safety. 
Given the potential complex nature of management systems and quality management arrangements, ONR inspectors may engage/refer to the ONR Quality specialist inspectors when undertaking assessments of licensee’s management system.
This TAG is structured to align to ONR’s expectations defined in Figure 1. Inspectors are provided with guidance on arrangements they should consider when conducting an assessment.

[image: ]
[bookmark: _Ref182486971]Figure 1 – ONR's expectations of the management system that gives due priority to safety.
[bookmark: _Toc189465601]Relationship to licence and other relevant legislation 
The following key UK legal and other requirements are applicable to the establishment and maintenance of the licensee’s management systems and quality management arrangements.
Licence Condition 1 – Interpretation
The following expressions have the meanings hereby respectively assigned to them, that is to say –
[bookmark: _Hlk159510802]“‘safety’ refers to the safety of persons whether on or off the site;…”
Licence Condition 17 – Management systems
1) Without prejudice to any other requirements of the conditions attached to this licence, the licensee shall establish and implement management systems which give due priority to safety.
2) The licensee shall, within its management systems, make and implement adequate quality management arrangements in respect of all matters which may affect safety.
3) The licensee shall submit to ONR for approval such part or parts of the aforesaid management systems or part or parts of the aforesaid quality management arrangements as ONR may specify.
4) The licensee shall ensure that once approved no alteration or amendment is made to the approved management systems or approved quality management arrangements unless ONR has approved the alteration or amendment.
5) The licensee shall furnish to ONR such copies of records or documents made in connection with the aforesaid quality management arrangements as ONR may specify.
The Energy Act 2013
Part 3 of the Energy Act 2013 (TEA 13) established ONR as a statutory corporation. This makes ONR responsible for the enforcement of statutory provisions which are called ’relevant statutory provisions’ for the purposes of that Act. 

These provisions include sections 1; 3-6; 22 and 24A of the Nuclear Installations Act 1965 (NIA65), allowing for the attachment of conditions to nuclear site licenses as necessary or desirable in the interest of safety [3]. These conditions include LC 17 – Management systems.
The Health and Safety at Work Act etc. 1974
Section 2 requires every employer to provide and maintain plant and systems of work that are, so far as is reasonably practicable, safe and without risk to health.
Section 3 requires every employer to conduct his undertaking in such a way as to ensure, so far as is reasonably practicable, that persons not in his employment who may be affected thereby are not thereby exposed to risks to their health or safety.
The Management of Health and Safety at Work Regulations 1999
Regulation 5 requires employers to have arrangements as appropriate for the effective planning, organisation, control, monitoring and review of the preventative and protective measures.
HSE guidance suggests that the fulfilment of this requirement can be addressed by using the ‘plan, do, check, act’ approach of the management system, allowing management review to direct the continual improvement of its arrangements [5].
The Construction (Design and Management) Regulations 2015
These regulations apply to all construction projects from concept to completion where the role of the client is central, directly influencing how a project is managed. The regulations require the client to make suitable arrangements for managing a project, including the allocation of sufficient time and other resources. 
The Control of Major Accidents Hazards Regulations 2015 (COMAH)
Regulation 7 requires that an operator must implement its major accident prevention policy by a safety management system.
The integrated management system of the licensee should implement the requirements of COMAH.
The Ionising Radiations Regulations 2017 (IRR17)
Regulation 5 of the Management Regulations requires employers to put a management and supervisory system in place to ensure the effectiveness of the health and safety measures. This includes the control measures necessary for compliance with IRR17. 
The employer’s general management arrangements for complying with IRR17 form part of the general health and safety arrangements required by regulation 5 of the Management Regulations. Those arrangements may set out management responsibilities for radiation protection and include arrangements for monitoring or auditing the measures established to comply with these Regulations. [6]
The Radiation (Emergency Preparedness and Public Information) Regulations 2019 (REPPIR19)
Regulation 10 requires the operator to prepare an adequate emergency plan where the evaluation under regulation 4 shows that a radiation emergency may arise. Emergency plans should be produced with the aim of keeping the radiation exposure of workers and members of the public that might occur in events, as low as reasonably practicable. A proportionate and graded approach to planning will ensure that the emergency management system is able to effectively respond to the impact of a wide range of radiation emergencies. [7]


[bookmark: _Toc189465602]Relationship to the Safety Assessment Principles, WENRA Reference Levels, IAEA Safety Standards and Guides and ISO Standards
Safety Assessment Principles
The Safety Assessment Principles (SAPs) for Nuclear Facilities provides a framework to guide regulatory decision-making in the nuclear permissioning process [1]. It is supported by TAGs which further aid the decision-making process. 
Within the SAPs, there are four high-level interrelated principles that set the outcomes to be achieved for effective leadership and management for safety: leadership; capable organisation; decision making; and, learning (MS.1 to MS.4 respectively). 
As stated in the SAPs:
“These principles have wide application to all aspects of licensees’ leadership and management for safety. This includes, but is not limited to, application to those licence conditions that require licensees to make and implement adequate arrangements.  
Arrangements for complying with licence conditions and other legal duties will normally need to include policies, systems and procedures…”.
Some of the SAPs relevant to the application of LC 17 are referenced below:
MS.1 – Leadership – Directors, managers and leaders at all levels should focus the organisation on achieving and sustaining high standards of safety and on delivering the characteristics of a high reliability organisation.
This principle recommends that the management system should give due regard to safety, and safety should be considered explicitly when developing and implementing any new arrangements for managing the organisation. An integrated management system should be adopted so that the potential for conflicts between the organisation’s goals and responsibilities is minimised. The management system should:
be based on national or international standards or equivalent.
be aligned with the goals of the organisation and contribute to their achievement.
be subject to regular review, seeking continual improvement; and
support a positive safety culture.
MS.2 – Capable Organisation – The organisation should have the capability to secure and maintain the safety of its undertakings.
This principle recommends that processes and systems should secure and assure maintenance of appropriate technical and behavioural competence of directors (both executive and non-executive), managers, leaders and all other staff and contractors with safety roles and responsibilities. 
It also recommends that knowledge should be captured and communicated within the organisation in a systematic, appropriate and reliable manner to all those who need to make safety decisions. 
There should be provision for identifying, updating and preserving documents and records relevant to safety.
MS.3 – Decision Making – Decisions made at all levels in the organisation affecting safety should be informed, rational, objective, transparent and prudent.
This principle recommends that processes should ensure that all relevant data and opinions are collected and considered, respecting and encouraging the contribution of those with divergent views. 
The processes should encompass means for setting safety priorities to aid decision making at all levels. It also recommends that decision making should be based on processes that ensure that conflicts between safety and other business goals are recognised and appropriately resolved.
MS.4 – Learning from Experience – Lessons should be learned from internal and external sources to continually improve leadership, organisational capability, the management system, safety decision making and safety performance.
This principle recommends that organisations should have effective processes for seeking out, analysing and acting upon lessons from a wide range of sources. Learning should drive improvement throughout the organisation.

Safety Classification and Standards – General recommendation for ECS.1 to ECS.5 – All structures, systems and components are designed, manufactured, installed and then subsequently commissioned, operated and maintained to a level of quality commensurate with their classification. 
SC.1 – Safety case production – The process for producing safety cases should be designed and operated commensurate with the hazard, using concepts applied to high reliability engineered systems.
SC.2 – Safety case production – The safety case process should produce safety cases that facilitate safe operation.
EAD.5 – Obsolescence – A process for reviewing the obsolescence of structures, systems and components important to safety should be in place.
EMC.3 – Integrity of metal components and structures: highest reliability components and structures – Evidence should be provided to demonstrate that the necessary level of integrity has been achieved for the most demanding situations identified in the safety case.
This principle recommends that there be high standards of quality management throughout all stages of design, procurement, manufacture, installation and operation. 
EMC.4 – Integrity of metal components and structures – 
Design, manufacture and installation activities should be subject to procedural control. 
ECE.17 – Civil Engineering – The construction should use appropriate materials, proven techniques and a quality management system to minimise defects that might affect the required integrity of structures. 
EHF.9 – Human Factors – Procedures should be produced to support reliable human performance during activities that could impact on safety.
RW.1 – Radioactive waste management – A strategy should be produced and implemented for the management of radioactive waste on a site.
This principle recommends that the strategy should include an outline of the safety management system and the general approach to ensuring that radioactive waste is managed safely now and in the future. Refer to [8] for further guidance on the management of higher activity radioactive waste on nuclear licensed sites. 
DC.8 – Decommissioning – The management system should be reviewed periodically and modified as necessary prior to and during decommissioning.
The principle recommends that, during decommissioning, the facility’s (or site’s) management system should be modified to reflect changes to facilities and their associated risks and hazards. Any modifications should be substantiated before implementation.
WENRA Reference Levels
The objective of the Western European Nuclear Regulators Association (WENRA) is to develop a common approach to nuclear safety in Europe by comparing national approaches to the application of IAEA Safety Standards. The Reactor Harmonisation Working Group Report – ‘WENRA Safety Reference Levels (RLs) for Existing Reactors 2020’ [9], represents RGP in the WENRA member states. It reflects expected practices to be implemented in the WENRA countries. The following RLs are relevant to this TAG and should be considered by the inspector
Issue B: Operating organisation
B2. Management of safety and quality
B2.1 The licensee shall ensure that the plant is operated in a safe manner and in accordance with all applicable legal and regulatory requirements.
B2.6 The licensee shall ensure that plant activities and processes are controlled through a documented management system covering all activities, including relevant activities of vendors and contractors, which may affect the safe operation of the plant.
Issue C: Leadership and Management for Safety
C3: Management for Safety – Management System
C3.1 An integrated management system shall be established, implemented, assessed and continuously improved by the licensee. The main aim of the management system shall be to achieve and enhance nuclear safety. Other demands on the licensee and the licensee’s management system shall be considered in unison with nuclear safety, in order to help preclude their possible negative impact on nuclear safety.

C3.2 The licensee shall ensure that management at all levels demonstrate its commitment to the establishment, implementation, assessment and continuous improvement of the management system.
C3.3 The human and organisational factors that influence safety shall be taken into account in the management system in an integrated approach.
C3.4 It shall be defined in the management system when, how and by whom decisions are to be made within the organisation, ensuring that safety is taken into account in decision making and is not compromised by any decision taken.
C3.5 Provisions shall be made in the management system to collect, process and document operating experience. Internal and external experience shall be used to improve safety.
C3.6 The potential safety impact of changes to the management system shall be analysed prior to their implementation. Changes with potential impact on safety shall be justified, planned, executed and evaluated accordingly.
C3.7 All individuals of the licensee organisation shall be trained in the relevant aspects of the management system with the aim to ensure its implementation and to foster their involvement in its continuous improvement.
C3: Management for Safety – Resources 
C3.8 The licensee shall determine and provide the necessary resources to establish, implement, assess and continuously improve the management system.
C3.9 The application of management system requirements shall be graded[footnoteRef:2] so as to deploy appropriate resources, on the basis of the consideration of: [2:  WENRA’s guidance aligns with IAEA recommendations to apply a graded approach to the application of management systems.] 

The significance and complexity of each activity and its result;
The hazards and the magnitude of the potential impact associated with each activity and its result;
The possible consequences if an activity is carried out incorrectly or its objective is not achieved.
Other sections of the WENRA Safety RLs that contain management system requirements include:
Documentation of the management system;
Processes;
Procurement;
Culture for safety;
Measurement, assessment and improvement;
Ageing management;
Maintenance, in-service inspection and functional testing;
Calibration of equipment;
Probablistic safety assessment; 
Periodic safety review.
IAEA Safety Standards
The IAEA Safety Standards are recognised by ONR as RGP. The standards reflect an international consensus on what constitutes a high level of safety for protecting people and the environment from harmful effects of ionising radiation. They should therefore be consulted, where relevant, by the Inspector as complimentary guidance.
IAEA Safety Standard No. GSR Part 2, ‘Leadership and Management for Safety’, is a cornerstone document which defines the requirements for establishing, implementing, assessing and continually improving a management system [10]. As per Requirement 6 of the standard, ‘Integration of the management system’, the main aims of the management system are to achieve goals safely, enhance safety and foster a strong safety culture. This TAG is consistent with this requirement.
Other IAEA safety guides and reports that provide recommendations and guidance on how to comply with the requirements in GSR Part 2 are as follows:
‘Application of the Management System for Facilities and Activities’ (GS-G-3.1) [11]
‘The Management System for Nuclear Installations’ (GS-G-3.5) [12]
‘Development & Implementation of a Process Based Management System’ (NG-T-1.3) [13]
‘Use of a Graded Approach in the Application of the Management System Requirements for Facilities & Activities’ (IAEA-TECDOC-1740) [14]
‘Quality Assurance and Quality Control in Nuclear Facilities and Activities’ (IAEA-TECDOC-1910) [15]
‘Periodic Safety Review for Nuclear Power Plant’ (SSG-25) [16]
‘Managing Organizational Change in Nuclear Organizations’ (NG-T-1.1) [17]
[bookmark: _Hlk172713808]International Organization for Standardization
The International Organization for Standardization (ISO) is an independent, non-government organisation that produces international standards which can be applied to both nuclear and non-nuclear sectors. ISO and IAEA use similar quality management principles such as customer focus, leadership, engagement of people, process approach, improvement, evidence based decision making and relationship management to develop their individual guidance. 
Though ISO standards can provide the basic tenets to be including within a management system, organisations should supplement these with RGP and guidance of regulatory expectations in order to achieve the desired levels of safety, for the nuclear industry.
Examples of the ISO standards that are routinely considered by organisations in the nuclear sector are:
ISO 9000 series on quality management;
ISO 14000 series on environmental managment ;
ISO 27000 series on information security, cyber security and privacy protection; 
ISO 45001 series on occupational health and safety management; 
ISO 55000 series on asset management.
[bookmark: _Toc189134621][bookmark: _Toc189139031][bookmark: _Toc189139318][bookmark: _Toc189465603]
[bookmark: _Toc189465604]Advice to inspectors
[bookmark: _Hlk163032794]The management system - Introduction
The aim of assessing a licensee’s management system is to confirm/gain confidence that it has developed and implemented its arrangements in such a way to achieve the safety of persons on or off the site, while conducting its business activities. 
A management system is a set of interacting/interrelated processes and activities of an organisation, used to achieve its business objective. 
An organisation may have one or more management systems delivering various objectives.
Management systems should be considered as a tool [18], used to manage the requirements of the organization and its associated risks, providing a consistent approach for effective business delivery.
ONR promotes the use of an integrated management system within licensees. This provides a single framework, using coherent arrangements (i.e., policies, processes, procedures, etc.) in a coordinated, systematic manner to achieve the safety of persons on or off the site.
For the purpose of this guidance:
Separate management systems and supporting requirements are called ‘factors’ having separate processes and procedures to deliver their objectives (for example, safety management system, quality management system).
The term ‘management system’ (singular) is used to refer to an integrated management system.
The management system should effectively and efficiently delivery of all factors that support safety. These factors include, but are not limited to: nuclear safety; quality; human and organisational factors; nuclear site health and safety; nuclear security; nuclear safeguards; and, safety of transport of nuclear and radioactive material. 
The range of factors included in the management system is determined by the context/nature of the organisation’s business [18], requirements for performing its activities in a safe manner and the current phase of the organisation’s lifecycle, for example: design; licensing; manufacturing; construction; installation; commissioning; operations; and, decommissioning. Many of these activities are directly related to a LC and so can be assessed through those LCs, while others are not directly linked.
In situations where the licensee is conducting activities from several phases in parallel (for example, where it may be conducting operational and construction activities), the management system should have requirements for all phases that apply. For future phases, they should consider the management system requirements for those phases/related activities as part of its planning regime.
For a licensee, it is expected that the outputs from the safety case are embedded within the management system such that the safety of persons on or off the site is not compromised, from its business operations. 
To ensure this, the licensee should ‘establish and implement management systems that give due priority to safety’. This means that the licensee should understand the safety objectives and requirements associated with its operations and be able to demonstrate those parts of the management system used to duly plan, implement, review and improve the safety of its activities and facilities. It will help to ensure that any actions or decisions taken by the licensee will not have an adverse effect on prioritising safety.
Before assessing the licensee’s management system, ONR inspectors should have a clear understanding of the totality of it for delivering business endeavours. This will allow a comprehensive assessment of whether the management system does give due priority to safety.
Key elements of a management system that gives due priority to safety
To assist with assessment activities, the following sections of this TAG are structured to align with ONR’s expectations of the licensee’s management system that gives due priority to safety (refer to Figure 1). Each section starts with a summary of what ONR expects before giving guidance on activities that inspectors should consider during any regulatory activities                                    
It should be noted that RGP, along with ONR’s TIGs and TAGs, give further explanation of the requirements for these areas. 
Safety objectives are identified and understood (Figure 1, Item 1)
The licensee has identified and understood the key safety objectives necessary for achieving safe operations and for operating within the safe envelope identified in the safety case (refer to Figure 1, Item 1).
The licensee should demonstrate how the outputs of its safety case requirements have been recorded and incorporated in the relevant sections of the management system, to uphold the safe management of its activities.

As per ONR guidance [1, 19], the licensee’s leadership are accountable for the safety of their site and should rely on the safety case for accurate and objective information for control measures to make informed decisions. Therefore, the licensee should consider its safety case requirements and the options derived from its risk management process as essential components in its business processes. These outputs should be incorporated into the site’s management system arrangements, to ensure that safety requirements are effectively implemented across the site.
Using these safety requirements and other legal obligations, the licensee’s senior management should establish measurable safety objectives, so that safety is not compromised by other business priorities. These objectives should be consistent with the licensee’s safety policy and put the policy into effect. Its goals, strategies should also be periodically reviewed against these safety objectives, to help ensure that the objectives are being achieved [10].
The management system that gives due priority to safety has been established (Figure 1, Item 2)
The licensee has defined and documented the totality of policies and processes needed to deliver its business objectives and deliverables. 
ONR promotes the adoption of an integrated management system, such that safety is adequately considered in all decision making and resulting activities.
In order to achieve its safety objectives, the licensee should determine and incorporate its safety requirements and supporting activities, within its management system. This will help to ensure that the site is operated in a safe manner and within its safe operating envelope.
Therefore, the scope of the management system should demonstrate how it adequately incorporates and implements the delivery of its safety case requirements, while achieving its business objectives. 
Senior management retains overall responsibility and accountability for the adequacy and implementation of its management system, to effectively and efficiently enable the delivery of its objectives in a safe manner. This means that they understand and act upon its commitment to establish, apply, sustain and continually improve its integrated management system. It also means that they remain ultimately answerable for the outcomes of enacting this commitment. This overall responsibility and accountability is permanent, even if it has delegated/assigned specific responsibilities and authority to other individuals to perform relevant activities on its behalf.
As part of this responsibility, senior management should establish the policies, processes and procedures used to ensure that activities are conducted in a safe manner, fulfilling the licensee’s safety objectives.
Policy (Figure 1, Item 2a)
Policies - These set out the organisation’s intention and direction in how it will operate to deliver its business objectives, meet its obligations and stakeholder expectations. Policies articulate how this is achieved in a safe manner.
Section 2, Paragraph 3 of the HSWA says:
‘Except in such cases as may be prescribed, it shall be the duty of every employer to prepare and as often as may be appropriate revise a written statement of his general policy with respect to the health and safety at work of his employees and the organisation and arrangements for the time being in force for carrying out that policy, and to bring the statement and any revision of it to the notice of all of his employees.’
This means that the organisation must have arrangements to produce and implement its safety policy. This is a key document that may form part of the organisation’s documented management system manual.
This written safety policy should address all safety risks that can occur in the factors. This can be supported by more specific policies that address the individual factors.
It should be recognised that organisations will have policies covering other aspects of their business. Examples include recruitment, purchasing policies  and policies for financial control. However, the management system should provide a function/process for policy making for all areas that affect safety [20]. 
The aim of the policy making process is to provide a mechanism of establishing a written policy that clearly sets out the organisation’s intention and direction to address the factors/topics that enables the delivery of its objectives in a safe manner, relevant to the organisation. 
Policy making includes developing safety objectives and strategies in line with the policy in order to implement it. It also includes a structure/process to measure the organisation’s ability to achieve the policy’s aims. 
The policy should:
Give safety the overriding priority so that business objectives are undertaken safely; 
Clearly specify the leadership/senior management commitment to implement it;
Promote a strong safety/organisational culture, including a questioning attitude;
Clearly state its objectives and the proposed means of achieving them, for example, via the processes in the management system and its associated procedures;
Promote a commitment to excellent performance and achieving enhancements in all activities important to safety;
Include a commitment to perform its periodic safety review of its plant and integrated management system, to ensure that the policy is being implemented effectively and that lessons are learned;
Specify how the policy will be developed, reviewed and improved as part of continual improvement in safety.
Senior management is responsible for establishing the policy for the licensee. 
The policy shall be communicated to all employees in the organisation and they should be made aware of their responsibility for ensuring safety. 
Key aspects of it should also be communicated to relevant stakeholders and the licensee’s supply chain so that they understand the licensee’s standards for safety.
Processes used to give due priority to safety (Figure 1, Item 2b)
Processes – Sets of interacting activities with supporting procedures that achieve the delivery of its objectives/activities in a safe manner.
LC 17(1) states that the licensee shall establish and implement management systems that give due priority to safety [2]. This means that the licensee should have coherent processes and procedures in place that prioritises the delivery of its objectives/activities in a safe manner, overriding the business demands of production and project schedule [10, 12, 20]. 

The licensee should discharge its responsibilities for the safe delivery of its objectives, by identifying its safety case requirements and supporting activities and incorporating them within its management system’s processes and procedures. This will help ensure that both safety and business objectives are adequately achieved. In this case, ‘adequate’ means:
‘the achievement of safety case requirements through the effective and efficient implementation of relevant/supporting activities within the management system, such that business/operational objectives are delivered safely’. 
Some of the processes to consider may include:
Core processes – processes that are critical to the success of the organisation’s key product or activity. Examples include design process, operational and maintenance activities.
Management/executive processes – processes primarily used by senior management to provide direction and control of the entire management system, for example: human resource; financial resource to assess and improve the performance of work; and, the effectiveness of work processes.
Support processes – processes that provide the infrastructure necessary for the effective performance of the core and management, for example: training; procurement; documentation; and, record keeping.
As part of the management system, the licensee should identify the various activities within the processes necessary for safe operation, on or off the site [21]. These activities can include design activities; procurement-related activities; manufacturing; cleaning; handling; storing; installing; testing; inspecting; maintenance; plant operation; refuelling; waste management; and, decommissioning. Activities can include providing supervision 
(i.e., oversight and assurance) of its supplier/contractors who provide goods and services to the organization.
The licensee also retains control of the parts of a process which it has contracted out to external organisations. These processes (for example, design, safety case management, procurement activities) shall be identified within the management system [13]. 

When assessing the licensee’s management system, the inspector should consider whether it has identified and assessed its processes per factor, necessary for the safe delivery of its objectives. Licensees may also apply a process across many/all of the factors. These ‘cross cutting’ processes may include design, document management, supply chain (including procurement), assessment and independent oversight. 
Licensees should show how its processes demonstrate legal compliance. This is usually demonstrated by having a site licence condition compliance document that signposts the processes, procedures and instructions that deliver licence compliance. When assessing the management system, the inspector should be aware of topics and processes that map directly to each licence condition as well as other processes that are important to safety but do not have a direct link to a specific licence condition. These processes include, but is not limited to: design control; governance; supply chain management; work control; project management. risk management; conduct of operations; internal regulation and configuration management. 
The inspector should consider whether the processes should include technical as well as administrative aspects needed for effective control of an activity. The inspector should also consider if the licensee had considered if there is adequate interaction between processes so that safety is not compromised, for example, interface between design and the safety case processes; periodic safety reviews and the assessment of the management system. 
There may be situations where the organisation documents how specific processes interface to deliver a specific outcome, for example, upgrade of a maintenance programme; delivery of a new build programme. 
These documents should not direct work but describe how the various existing processes in the management system safely interact to deliver its specific objective [13]. 
The management system can also undergo process-focused organisational change [17] (i.e., structural change) which may have significant impact on safety (for example, changes in processes to improve efficiencies or to align with the business demand for the phase of the nuclear lifecycle that the organisation is in). For these situations, the inspector should consider how the licensee has assessed, categorised and controlled the impact of the change based on its safety significance. For newly introduced processes, the licensee should ensure that they are documented with clear and well understood roles, responsibilities and interfaces.

A method of monitoring progress in the planned introduction of significant changes should be developed and any shortfalls should be rapidly identified so that remedial action can be taken [11]. The management system should have processes and/or supporting activities/requirements (arrangements) in place to monitor the cumulative effect of changes of minor/less significant changes, which may have a more significant impact on safety. 
Interaction between different types of changes should also be monitored, to ensure that safety is not compromised. Examples of these include changes to the organisational structure, processes or technical modifications.
Appendix 1 provides examples of processes common to all stages of the lifecycle of a nuclear licensed site. Appendix 2 provides examples of processes that occur during the lifecycle of a nuclear installation.
[bookmark: _Hlk178077927]Graded approach (Figure 1, Item 2c)
To give due priority to safety, a graded approach has been taken to safety requirement inputs into the management system – determining the extent of the level of control over processes based on the size of hazard and risk.
GSR Part 2 requires the application of the graded approach to the management system requirements [10]. This approach is applied to all the products and activities of each process [12].
The aim of grading is to:
Identify and rank the level of risk to safety for the activities and products within a process; 
Determine the extent of control required over them to manage the potential risk.
This allows the licensee to target its resources so that the risk is adequately controlled, dependent on it safety significance. 
The graded approach is appliable to the phases of the lifecycle of the nuclear installation from siting to decommissioning. It is applicable to the control of in-house activities (for example: design; maintenance; document control) and externally sourced support (for example, supply chain). 
Potential licensees who are at the earlier phase of GDA or licence certification, should be cognisant of this graded approach as they progress beyond these two stages. 

Organisations may have an integrated risk management (IRM) approach that is incorporated into its management system framework [22]. This will allow for the systematic identification and management of safety related risks alongside other organisational risk such as financial/commercial and operational uncertainties. The IRM may look at all of the issues that could generate a safety related risk, identify the type of safety risk that is present and the processes that may control/manage that risk. 
The application of the graded approach [14] could include:
0. Identification of the activity or the product of the process per individual management system factor that may have a significant impact of safety. 
0. Determining of the consequence of failure if the activity or the product for that process, was ill conceived, inadequately executed or failed while in service. This consequence of failure can be determined by applying the inherent risks that exists in an organisation’s classification of its systems, structures or components (SSCs). 
The determination may also be applied to activities that related to non-plant situations, for example, the generation of documents, records and reports or the levels of training a person requires, dependent on its association with managing risk.
0. Determining the required levels of grading for the activity or the product. Many organisations use a 1-4 grading system, with ‘grade 1’ requiring the highest level of control reflecting the level of risk associated with it.
0. The levels of control which are applied to the activity or product dependent on the class or ‘grade’ of risks.
0. The degree of documentation required dependent on the risk of the process/activity to safety. 
Organisation can apply additional considerations that may raise or lower the initial grade and the resulting controls (for example, is the activity or product new or novel, complex, unique?). Examples of where the graded approach can be applied are: management system changes; design; operations; maintenance; procurement; modifications; event investigation; and/or, decommissioning.
The inspector should consider the degree to which the graded approach process has been applied to the licensee’s management system to control safety. Inspectors should also consider how effectively the licensee evaluates its risks and if the management system controls are adequate. Work activities should be sampled to ensure that appropriate controls have been implemented. 
Examples of the application of the graded approach can be found in Appendix 3 of this document. 
Documenting the management system (Figure 1, Item 2d) 
Documenting the management system – To describe and provide instruction of its control measures captured in processes, procedures and supporting requirements.
The purpose of documenting the management system is to describe and provide instruction on how its control measures (captured in processes, procedures and supporting requirements) are applied by the business to conduct its activities safely, throughout all levels of the organisation. Documenting and using approved written processes, procedures and supporting requirements can reduce the risk of operational errors and provide a clear sequence of actions to maintain safety for the licensee. 
The documentation can also explain how the organisation intends to abide by/achieve the safety objectives of its safety policy.
The management system is usually described in a series of documents that forms a hierarchical pyramid. The number of levels in the pyramid is determined by the licensee.
The levels of a documental pyramid [13] can be represented as:
Level 1 – This contains the highest level documents that gives an overview of how the Licensee and its management system are organised to address the requirements of its safety policy and objectives. Information provided at this level include: vision; mission; goals and policies of the organisation; a high-level organizational structure that describes the key levels of responsibilities and accountability of senior management and managerial units; a description of the management system, its processes and documentation structure; arrangements for measuring safety performance and to assess the effectiveness of the management system. This information is normally included in a document commonly called the ‘Management system manual’. Additional information that can be included in the manual can be found in the TAG, ‘Function and Content of a Safety Management Prospectus’ [23].
Level 2 – The documentation at this level consists of process maps and processes used by the organisation to achieve its objectives, including interactions between processes, for example: design; safety case management and configuration management; and, design and supply chain management. It should include the responsibilities, authorities, interface arrangements, measurable objectives and activities to be carried out.
Level 3 – This consists of detailed procedures, instructions and guidance for the processes, that personnel use as the organisation intended. Examples of documentation at this level include procedures, work instructions, job descriptions. 
If a Level 4 is included in the hierarchy, its documents usually consist of records and reports providing evidence of the activity that has been carried out. LC 6 – ‘Documents, records, authorities and certificates’ state specific requirements that are required for the licensee’s record management. 
Refer to the following documents for further information:
The TIG, ‘LC 6 - Documents, records, authorities and certificates’ [24]; and,
The TAG, ‘Dutyholder Management of Records’ [25]. 
The licensee should also have a document control process in place for the preparation; review; approval; distribution; retrieval; updating; storing; and, archiving of documents relevant for the management of safety-related activities. Documents should be easily accessible at the point of use.
When assessing the documentation of the management system, the inspector should consider if the licensee has clearly identified the documents that describe the management system, its process and procedures and supporting requirements. They should state where they sit in the document hierarchy and how they are used to implement the safety objectives of the safety policy.
[bookmark: _Hlk164928705]The inspector should also consider if the licensee has effectively communicated to its employees and suppliers, that all activities that are important to safety are carried out in accordance with the approved processes, procedures and instructions of the management system.
Arrangements should also in place for the periodic review of the documents for its suitability and provide for unscheduled updates to capture emergent changes in how activities are performed.
Measuring performance (Figure 1, Item 2e)
Measuring performance – To ensure that the processes and outputs of those processes, effectively achieve the delivery of its objectives/activities in a safe manner.
The aim of measuring and assessing the management system is to ensure that the processes and outputs of those processes, effectively achieve the delivery of its objectives/activities in a safe manner. The effective assessment of the management system will also identify areas for improvement to enhance safety performance.

Due to the importance of ensuring that it can manage its activities safely, the licensee should have various approaches to assess its management system. This ‘defence in depth’ approach will give a comprehensive review of the efficiency and effectiveness of its arrangements. These approaches will be systematic and structured, focusing on the work processes as they relate to safety.
Measuring and assessing the effectiveness of the management system can be conducted by the licensee using:
Self-assessments – Where individuals evaluate work that is under their control using a said process. Using an agreed framework, the process owner would ensure the users evaluate the process. The aim of the assessment would be to identify, correct and prevent process related issues that could prevent the organisation from safely delivering its objectives. This would help to identify, correct and prevent process related issues that could prevent the organisation from safely delivering its objectives.
Process owner assessment – In addition to developing the 
self-assessment questionnaire for their process, process owners conduct assessments of their process. This will help the process owner to determine the adequacy of the process to ensure safety and meet business needs. The reviews will also identify any corrective action and necessary improvements.
Internal independent assessments (for the management system) – Independent assessments are assessments carried out by a group/persons, who are independent of the process or work activity. This is to that ensure there is no conflict of interests and the arrangements should specify that individuals do not assess their own work. These management system focused assessments can include:
Internal audits (first party) - These audits are used to assess the licensee’s processes of the management system, focusing on procedural compliance and evaluating the need for any corrective actions/ areas for improvement. The auditor reviews evidence to determine if the processes conform to expected standards and if the processes themselves are effectively implemented. 
Surveillances - These are targeted monitoring used for assessing ongoing activity or specific management processes. They are less formal than an audit, allowing flexibility in the timing of the surveillance and sampling of activities along with supporting documentation.

Internal independent assessment (for nuclear safety) - Independent oversight – The main focus of the independent oversight function (i.e., the internal regulator) is on one factor of safety 
i.e. nuclear safety. It verifies that the facility has the full capability to perform in a manner that achieves the safety goals through appropriate staffing, processes, activities, actions and monitoring [21]. They provide senior management with an independent level of scrutiny of the nuclear safety performance of the licensee, including the ‘heath’ of the quality management arrangements that are integral to safety. They function independently to the licensee’s operations and conduct their analysis using an assessment programme. Though it is an independent function, it can collaborate with the internal audit function, to determine areas of concern that may affect nuclear safety.
Periodic Safety Reviews (PSR) – One of the main purposes of a PSR (also known as a Periodic Review of Safety (PRS)) is to determine the adequacy and effectiveness of the licensee’s arrangements and of the structures, systems and components (equipment) that are in place to ensure plant safety, until the next PSR or, until the end of planned operation [16]). This is a comprehensive assessment 
(conducted approximately every ten years) and should include a systematic review of the management system and supporting procedures to determine if they are adequate and effective for ensuring safe operation of the nuclear facility. Regular and systematic reviews of the management system are necessary to ensure that the safety policies, goals and objectives of the Licensee are being met as required. For additional regulatory expectations for a PSR, refer to the TAG, ‘Periodic Safety Review’ [26].
Benchmarking is an exercise that licensees can use to compare its management system’s performance and practices with other organisations, in order improve it [13]. It involves planning, examining and comparing its management system against those of another organisation, who may higher performance outcomes. It should be conducted with an organisation with similar activities and organisational arrangements. Results from the exercise can be fed back into the licensee’s continual improvement process.

Independent assessment conducted on a supplier – Supplier audits (second party) – This is where an organisation (i.e., the licensee or an auditing organisation contracted by the licensee) audits a supplier, checking it’s performance to provide goods and services within contract requirements. Though this approach is externally focused 
(i.e., assessing the supplier) , the licensee should also review its own supply chain management arrangements to ensure that it has adequate arrangements to correctly specify its requirements and provide the necessary oversight and assurance for its delivery. For further information, refer to the TAG, ‘Supply Chain Management Arrangements for the Procurement of Nuclear Safety Related Items or Services’ [27].
In addition to the licensee internally measuring its performance, it can also use external organisations to conduct independent assessments on its management system. 
These can include:
Peer evaluations – This is a critical evaluation of specific safety related subjects by another (usually international) organisation, such as IAEA’s Operational Safety Review Team (OSART) and the World Association of Nuclear Operators (WANO). The aim is to identify areas for improvement and highlight good practice.
Independent audits (third party) – This is where an independent audit organisation assesses the licensee’s management system against a recognised criteria/standard. This can be carried out by an accredited certification body using standards such as the ISO 9000 series.
Regulatory Inspections – Licensees experience external oversight from regulators such as the ONR, Environment Agency (EA), Scottish Environment Protection Agency (SEPA), Natural Resources Wales (NRW) and the Health and Safety Executive (HSE). Regulatory engagement and inspections should not be considered as part of the licensee’s assessment framework as the regulator’s activities are not within the licensee’s control. However, feedback from regulator’s assessments can be used as an input into the licensee’s internal assessments. 

When assessing the licensee’s arrangements to measure the performance of the management system, the inspector should consider if:
Active and continuous senior management sponsorship and support is available for the assessment of the management system. This is demonstrated via their understanding and awareness of the benefits of assessment, their visible engagement and endorsement of the assessment functions, the provision of adequate time and resources for the activities and their proactive approach to encourage necessary improvements where required. 
An assessment framework and supporting arrangement is available. It should reflect the maturity of the licensee and ensure that all of the licensee’s assessments are systematically planned and recorded in a programme. The framework should cover all of the licensee’s processes and determine the frequency of the assessments based on risk. This allows the licensee to have a clear view of the levels of assessment being conducted across its facility and ensure that the areas and frequency of assessments are proportionate. 
This framework should also check that the management system and its processes address all aspects of its arrangement in an integrated manner, to help maintain and/or improve the effectiveness and efficiency of its business functions.
Risk informed assessments and graded approach – 
The determination of the degree of risk within the management system and the required level of assessment, should be conducted using a systematic and structured approach. This may require quantitative and qualitative data on areas of concern in the management system that are captured in: the results from previous assessments; assessments conducted by external organisations; information form the licensee’s continual improvement programme; nuclear safety committee advice; facility and employee feedback.
Training and competency of assessors – The training provided should satisfy the requirements to perform the particular type of assessment. The licensee should also consider the levels of competency required to perform the type of assessment considering the associated risk. Competency assessments for the assessor can be defined for low, moderate and higher risk assessment activities. 
An assessment of the adequacy of the training material and training delivery may need to be undertaken, if the quality of assessments is not adequate. 

Reporting of assessment outcomes – Following the assessment, there should be a written output which is provided to the relevant stakeholders and senior management. Any corrective action that requires management systems improvement should be entered into the licensee’s corrective action programme. 
Management review (Figure 1, Item 2f).
Management review – Senior management regularly and systematically analyse the suitability, effectiveness and efficiency of the management system, to improve its safety and operational performance where necessary.
As per GSR Part 2 [10], Requirement 13: ‘Measuring, assessment and improvement of the management system’:
“…Senior management shall conduct a review of the management system at planned intervals to confirm its suitability and effectiveness, and its ability to enable the objectives of the organization to be accomplished, with account taken of new requirements and changes in the organization.” [10]
This means that the licensee’s senior management should conduct a regular and systematic analysis of the suitability, effectiveness and efficiency of its integrated management system, to deliver its safety policies and objectives. This can be used as an avenue to discuss new ideas that can be incorporated into the improvement of its safety and operational performance. The commitment and leadership of senior management to these reviews also helps to drive organisational support for continual improvement.
Inputs to this review process can be sourced from, but not limited to:
Assessments performed by the licensee and independent assessment performed by external organisations; 
The control of process and product non-conformances;
Noticeable trends, repeat findings and their common causes; 
Advances in technology, research and development;
Relevant statutory and regulatory changes;
Lessons learned from other relevant organisations.

Many licensees carry out its review annually. However, due to the volume and extent of input sources, licensees may perform reviews of each part of the management system at scheduled intervals. Management review and the ‘Annual Review of Safety’ may be integrated to enable senior management/leadership to consider enhancement to the management system in a coordinated manner.
Outputs from the management reviews should become inputs into the licensee’s improvement process. Outputs to enhance the effectiveness and efficiency of the management system should include [11]:
Objectives of improvements in performance and safety of the licensee;
Appraisals of the suitability of the organization’s structure and resources;
Strategies and initiatives for satisfying interested parties;
Loss prevention and mitigation plans for identified risks;
Information for strategic planning for meeting the future needs of the licensee.
When reviewing the licensee’s process for management reviews, the inspector should consider if:
The management review process describes how the outputs and actions from the review are managed and recorded;
The licensee’s records provide evidence that the management review is being carried out at planned intervals (at least annually);
The management review has been documented and records kept as required by LC 6 – ‘Documents, records, authorities and certificates’ [24];
The outputs and actions from the review are effective in promoting the continual improvement of the management system.
Continual improvement (Figure 1, Item 2g)
Continual improvement – To enhance the organisation’s performance leading to improved safety and efficiency outcomes.
The aim of the continual improvement process is to enhance the licensee’s performance. This may lead to improved safety and efficiency outcomes such as simplifying processes and reduction in the amount of time need to complete an activity. 
Continual improvement of the licensee’s management system requires it to understand all their processes as they impact safety, measure the processes effectiveness and efficiency and make changes to the processes based on factual information and knowledge [28]
Nonconformances of the management system can be used to trend possible areas of management system improvement. A nonconformance can be defined as ‘a non-fulfilment of a requirement’ [29]. For the purpose of this guidance, a nonconformance is defined as ‘non-fulfilment or a failure to meet requirements in respect to all aspects that may affect safety.’
There are many ways nonconformances are identified and addressed across a licensee’s facilities. They can originate or be observed at any point of its lifecycle or activities such as design; operations; plant walkdowns; maintenance activities; audits; and/or, peer reviews. These can be grouped under:
Processes - Where the processes used to prioritise safety are incorrect, obsolete or not adhered to. Examples of these include:
The recorded process not reflecting the performed work activities;
Unapproved deviations from an approved procedure;
Failure of individuals to implement work instructions. 
Many of these nonconformities may be identified during assessments performed by the licensee, external organisations or by individuals who are using a process as they work. 
Products – Where the output of the licensee’s processes can negatively affect safety and/or its business activities. 
Nonconforming products can also be introduced into the licensee’s facilities via its procurement process. Many of these product nonconformities produced by the licensee may be observed during its ‘checking’ activities regardless of the process. Examples of activities that can identify potential nonconformances include:
Verification and validation during the design process;
Plant performance reviews; 
Plant defects checks;
Ineffective plant modifications;
Failure of individuals to implement work instructions resulting in an inadequate product/output.
Nonconformances can be recorded as incidents in a licensee’s ‘Events/ Incident Reporting System’, regardless of the severity of the situation or its impact on safety (refer to TIG, ‘LC 7 - Incidents on the Site’ [30]).
When assessing a continual improvement programme for the management system, the inspector should consider the following:
Sustained senior management leadership must be provided in terms of active attention, commitment and support for its continual improvement programme. Senior managers can lead improvements to the management system by promoting and sponsoring the use of continual improvement and by ensuring that they empower staff. 
This can include:
Acting as sponsors for process improvement projects, providing policy, strategic direction and leadership for continual improvement;
Giving authority and knowledge of the limits of authority for each improvement project involved in continual improvement. This may include establishing a continual improvement function to manage and support the overall continual improvement programme;
Staying involved with continual improvement projects through participation in individual teams, remaining aware of project developments and removing barriers to improvement opportunities.
A continual improvement strategy has been developed, which recognises that changes to plant and processes can potentially impact safety. The strategy should also provide a structured approach, indicating what is to be accomplished by all levels of management to implement the requirements of the continual improvement programme in their area.
Clear overall goals for its improvement programme and the benefits of the improvement are evaluated against cost and resources for its development and implementation.
Specific, measurable improvement objectives and targets have been set and improvements are made, based on data and facts.
The systems and processes that are working well have been identified, in order to maintain and extend good practices and to reinforce correct behaviour.
The information on process performance should be used to identify and prioritise the processes that require improvement.
All staff should be encouraged to be involved in continual improvement and as necessary, provided training on relevant strategies, tools and techniques.
Improvements to processes should be understood by those expected to implement the new or modified processes.
There is a culture that promotes honest, open discussion in which both creative improvement ideas and potential waste and other problems can be identified.
A continual improvement programme may contain one or more process improvement projects. Though the need for process improvements may have originated as reactive response to a situation, the licensee should also consider applying continual improvement activities in a proactive manner, before an issue occurs. This improvement can stem from the assessment that the licensee performs in itself and those conducted via external oversight.
The continual improvement programme should also be reviewed to determine if it is effective and also needs improving. 
Appendix 4 represents the cycle for continual improvement in the management system and how it relates measuring performance and other aspects of the management system
Quality management arrangements (Figure 1, Item 3)
Adequate quality management arrangements (QMAs) (quality control) have been defined in respect of all matters that may affect safety.
For the purpose of this guidance, QMAs are defined as the ‘plan, do, check, act’ (PDCA) activities/quality control measures that exist within a process or interacting processes, that ensure that safety is fully considered, incorporated and monitored with appropriate remedial action taken when necessary. 
This helps to ensure that safety is not compromised, while supporting the process/processes to deliver its objectives. Activities may be applied using a graded approach dependent on the safety risk associated with the activity.
[bookmark: _Hlk178152227]The QMA is embedded in the process that is used to ensure that the organisation’s objectives are delivered in a safe manner, regardless of individual management system factor where they reside. 

These activities can include but are not limited to specifying/planning the work activity, inspection, testing, verification and validation. These activities, their acceptance criteria and the responsibilities for carrying out these activities shall be specified for each process that require them for managing risks to safety [12]. 
The QMA (PDCA) activities in the process/processes may also be more onerous than that required for a non-nuclear facility, due to the associated risk.
Examples of where QMAs [20] can occur include: 
Civil processes which includes activities such as the approval of steel reinforcements, concrete mix design and approval, batching plan approvals pre-pour inspections, concrete sampling during pours and post pour inspections.
Modifications processes which required that all modifications be properly identified, specified, screened, designed, evaluated, authorized, implemented and recorded. These modifications and the degrees of control over them can be categorised by determining their impact on safety i.e., using the graded approach.
Core management and fuel handling processes which requires planning, evaluation, conduct and control of all operations or modifications involving the fuel that are liable to affect reactivity control.
Maintenance processes that utilise testing, surveillance and inspection tasks, to help to maintain availability during the service life of structures, systems and components.
Supply chain processes which require the development of specifications, supply chain management systems with the required level of oversight and assurance to help ensure that procured good and services meet the purchaser’s requirements.
RGP and the TAGs give further guidance on what QMAs are required for other processes that affect safety. 
The inspector should consider whether the licensee has correctly identified and adequately implemented the specific PDCA activities for the said process and supporting requirements, in accordance with relevant good practice and regulatory expectations. Inspectors should also consider if the PDCA activities are adequate for the process and its associated risks. 
Work activities should be sampled to ensure that appropriate controls have been adequately implemented.

Support for an effective management system (Figure 1, Item 4)
The management system that gives due priority to safety has been implemented and effectively managed using the support mechanisms of effective leadership, adequate core capability and capacity and appropriate organisational culture.
The management system requires effective implementation. There is little point of having a well-documented management system that is seldom or infrequently used. Effective implementation requires strong leadership, adequate resources and the right organisational culture.
The management system should continue to be supported by these mechanisms, to ensure that it remains effective and efficient.
The assessment of the adequacy of these supporting factors should be addressed by using the relevant TAGs and TIGs, namely: 
Effective safety leadership [31];
Adequate core capability and capacity [32, 33, 34, 26];
Appropriate organisational culture [35].
The overall effectiveness of the implementation of the management system is addressed by the TIG, ‘Management Systems’ [2].
For completeness, the links between these supporting factors, the assessment of the management system and adequate QMAs are given below.
Effective Leadership (Figure 1, Item 4a)
Section 5.8 of the TAG, ‘Safety Leadership’ [31], specifically addresses ONR’s expectations of leadership within the management system. 
Some key expectations are given below.
ONR expects a licensee’s management system to include arrangements which encourage effective safety leadership behaviours and discourage poor behaviours.
Inspectors should look for evidence that the arrangements include: 
A safety policy;
A safety leadership behavioural framework;
A safety leadership behavioural development programme;
Consideration of safety leadership behaviours in leadership selection and promotion decisions;
Leadership decision-making processes which give due regard to safety.
QMAs should include the consideration of safety behaviours in performance reviews and the periodic assessment of safety leadership.
GSR Part 2, Requirement 3, also requires senior management to be responsible for establishing, applying, sustaining and continually improving the management system to ensure safety [10]. The assessment of this aspect of leadership is addressed in Section 6 of the TIG, ‘LC 17 – Management Systems’ [2], which contains the following:
“Senior Management demonstrably own, value and use their management system to achieve their business aims whilst giving due priority to safety:
- Through a shared leadership belief that an effective safety culture must be underpinned by an effective and efficient management system.
- By advocating adherence to the management system.
- Developing and deploying effective governance, internal challenge and independent assessment arrangements.”
Core capability and capacity - Resources to implement (Figure 1, Item 4b)
GSR Part 2, Requirement 9: 
“Senior management shall determine the competences and resources necessary to carry out the activities of the organization safely and shall provide them” [10].
The TIG, ‘LC 36 – Organisational Capability’ [36], addresses the inspection of LC 36, including the need for adequate human and financial resources. 
The licensee should be able to demonstrate clearly that roles which have been identified as being part of a nuclear baseline are annotated as such in the licensee's wider business management systems, for example HR databases and project planning tools. This provides a current and comprehensive reference point or 'baseline' upon which a licensee can assess:
the current state of its human resources required to maintain safety;
the potential impact upon safety of proposed organisational changes.
Section 6 of the TIG covers the overall inspection of arrangements and Appendix C specifically the assessment of adequate human and financial resources to address safety [36].
The need for adequate QMAs is mentioned in Annex B of the TIG [36]. 
Inspectors should consider checking the understanding throughout the organisation of the following key elements:
“Whether the quality measures for the baseline organisation and early warning indicators of potential problems that are likely to have an adverse effect on the nuclear baseline, are understood and appropriate.” [36]
Organisational culture (Figure 1, Item 4c). 
The TIG, ‘Organisational culture guide for inspectors’ [35], contains guidance for inspectors on organisational culture.
Organisational culture is defined as the collective beliefs, values, attitudes and behaviour of an organisation that influence its conduct. 
Specific definitions for safety, quality and nuclear security culture are subsets of the overarching organisational culture. Further guidance of safety culture and its relationship to management systems is explained in the ONR publication, ‘Safety Culture: Definition and Model’ [37].
Organisational cultural shortcomings are identified consistently as playing a role in major accidents and events across the world and industry 
(for example, Piper Alpha, Deepwater Horizon, Chernobyl, Brumadinho Dam collapse, Colonial Pipeline ransomware event, NHS maternity hospital events). Organisational culture can be considered as the bedrock upon which dutyholders implement compliance arrangements that adequately control hazards.
The TIG, ‘Organisational culture guide for inspectors’ [35], contains a list of warning flags that indicate concerns with an organisations culture. 
The management system (i.e., LC 17) is associated with the following two warning flags: 
deviations from standards;
behaviours and inconsistent leadership.
Appendix B of the TIG [35] provides appropriate examples and indicators associated with the warning flags.

[bookmark: _Toc189465605]Appendix 1 – Examples of processes common across the phases of a nuclear installation
Sources: [12, 38]
	Process
	Purpose

	Configuration management 
	The process of identifying and documenting the characteristics of the systems and components at an installation ensuring that consistency is maintained between the design requirements, the physical configuration and the configuration documentation of the installation and its systems and components.

	Control and supervision of contractors
	To control and supervise contractors who are carrying out work at a/for a nuclear installation.

	Design

	The process and the result of developing a concept, detailed plans, supporting calculations and specifications for a facility and its parts.

	Handling and storage
	To ensure that only the correct items are used at the installation and that provision is made for preventing damage, deterioration or loss of items.

	Housekeeping and Cleanliness
	To provide a clean workplace and to encourage a high standard of workmanship.

	Identification and labelling of structures, systems and components
	To ensure that structures, systems and components are uniquely and permanently labelled to provide individuals with sufficient information to identify them accurately.

	Inventory management 
	To ensure that spares and other consumable items are available when required for use so that safety is not compromised.

	Maintenance
	To control maintenance of the systems, structures and components of the installation.

	Plant Modification
	To control modifications to the structures, systems and components and to any associated software.

	Project management
	To manage a project in accordance with the agreed scope, schedule, cost and quality requirements, and dealing with all the challenges and risks encountered from the pre-planning phase to the completion of the project.

	Waste management
	To ensure that provision is made for safe handling, treatment and segregation as necessary, and for storage, transport and disposal of liquid, solid and gaseous radioactive waste.

	Work planning and control
	To ensure that work at the nuclear installation is properly planned and is completed in a safe and efficient manner. Used in design, construction, commissioning, operation and decommissioning.

	Workplace risk assessment
	To assess the workplace risk for all activities performed by individuals at the installation or by contractors’ personnel that may pose a particular risk of injury, harm or damage.




[bookmark: _Toc189465606]Appendix 2 – Examples of processes across the lifecycle of the nuclear installation
Sources: [13, 15] 
Note: In the tables below, the abbreviations used for the stages are: G: general; S: siting; DE: design; C: construction; CO: commissioning; O: operation; D: decommissioning.
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[bookmark: _Toc189465607]Appendix 3 – Examples of application of the graded approach to a plant system
[image: ]
Figure 2 - Example 1: Method of determining a ‘grade’ at a nuclear power plant [14].
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Figure 3 - Example 2 (Part A): Determining the ‘grade’ across reports /documents dependent on its safety significance.
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Figure 4 - Example 2 (Part B): Application of the controls based on the ‘grade’ for an event (class 1 to 4).

[bookmark: _Toc189465608]Appendix 4 – The cycle of continual improvement of the management system
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Figure 5 - The continual improvement cycle. The shaded boxes denote requirements for the management system [12].

[bookmark: _Toc189465609]Glossary and abbreviations
COMAH	Control of Major Accidents Hazards
EA		Environment Agency
HSE		Health and Safety Executive
HSWA      	Health and Safety at Work Act 1974
IAEA		International Atomic Energy Agency
IRR		Ionising Radiations Regulations
ISO		International Organization for Standardization
LC		Licence Condition
NRW		Natural Resources Wales
ONR		Office for Nuclear Regulation
OSART	IAEA’s Operational Safety Review Team
PDCA		Plan, Do, Check, Act
PSR		Periodic Safety Review
REPPIR	The Radiation (Emergency Preparedness and Public Information) Regulations
SAP		Safety Assessment Principle(s) 
SEPA		Scottish Environment Protection Agency
TAG		Technical Assessment Guide(s)
TIG		Technical Inspection Guide (ss)
WANO	World Association of Nuclear Operators
WENRA	Western European Nuclear Regulators’ Association
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Safety Objectives identified and 1. The licensee has identified and understood the key safety objectives necessary for achieving safe
operations and for operating within the safe envelop identified in the safety case.
2. ‘The Management System’ that gives due priority to safety has been established— The licensee has defined and
documented the totality of policies and processes needed to deliver its business objectives and deliverables. ONR
' promotes the adoption of an integrated management system, such that safety is adequately considered in all

understood

decision making and resulting activities. The management system includes :
a. Policies- These set out the organisation’s intention and direction on how it will operate to deliver its business
objectives, meet its obligations and stakeholder expectations. Policies articulate how this is achieved in a safe

manner.
I:> b. Processes — Sets of interacting activities with supporting procedures that achieve the delivery of its
objectives/activities in a safe manner.
The Management System c. Graded approach- To give due priority to safety, a graded approach has been taken to safety requirement

inputs into the management systera determining the extent and the level of control over processes based on
the size of hazard and risk.

d. Documenting the management system- To describe and provide instruction of its control measures captured
in processes, procedures and supporting requirements.

e. Measuring Performance- To ensure that the processes and outputs of those processes, effectively achieve the
delivery of its objectives/activities in a safe manner.
' f.  Management Review- Senior management regularly and systematically analyse the suitability, effectiveness

requirements established

and efficiency of the management system, to improve its safety and operational performance where necessary.
g. Continual Improvement- To enhance the organisation’s performance leading to improved safety and efficiency

outcomes.
Quality management 3. Adequate Quality Management Arrangements (Quality Control) have been defined in respect of all matters that may
ts defined :> affect safety- These are ‘plan, do, check, act’ (PDCA) activities /quality control that exist within a process or
RIS interacting processes to ensure that safety requirements are fully considered, incorporated and monitored with
appropriate remedial action when necessary.
4. The management system that gives due priority to safety has been implemented and effectively managed
Support for an effective |:> using the support mechanisms of:
a. Effective Leadership (NS -TAST-GD-107)

management system = L
b. Adequate Core Capability and Capacity (NS- TAST-GD-049,064,079,080)

c. Appropriate Organisational Culture (NS INSP-GD-70)
(these should be assessed using the relevant TIGs and TAGs given above).
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